	[bookmark: _Hlk201997915]ICS  
	[bookmark: ICS] 91 .010.01

	CCS  
	[bookmark: CSDN]P 00


	[bookmark: _Hlk26473981][bookmark: c1][image: ] 43


[bookmark: c2]湖南省地方标准
[bookmark: 文字1][bookmark: NSTD_CODE_F][bookmark: NSTD_CODE_B]DB43/T 244.4—2025
[bookmark: OSTD_CODE]代替 DB43/T 244.4-2017


[bookmark: CSTD_NAME]建设项目涉及国家安全的系统规范   
第4部分 入侵报警系统规范

[bookmark: ESTD_NAME]Code of construction item concerned the safe of native
part 4 code for intrusion alarm system


[bookmark: 下拉1]
[bookmark: CMPLSH_DATE]     
[bookmark: 下拉2]
[bookmark: PLSH_DATE_Y][bookmark: PLSH_DATE_M][bookmark: PLSH_DATE_D]XXXX - XX - XX发布
[bookmark: CROT_DATE_Y][bookmark: CROT_DATE_M][bookmark: CROT_DATE_D]XXXX - XX - XX实施
[bookmark: fm]湖南省市场监督管理局  发布

Q/LB.□XXXXX-XXXX


2
[bookmark: BookMark1]目次
前言	II
1 范围	1
2 规范性引用文件	1
3 术语和定义	1
4 系统技术要求	4
5 系统检验	18
6 系统验收	19
DB43/T 244.4—2026
DB43/T 244.4—2025

1
[bookmark: _Toc4656][bookmark: BookMark2]前言
本文件按照GB/T 1.1—2020《标准化工作导则  第1部分：标准化文件的结构和起草规则》的规定起草。
本文件代替DB43/T 244.4—2016《建设项目涉及国家安全的系统规范 第4部分 入侵报警系统规范》。与DB43/T 244.4—2016相比，除结构调整和编辑性改动外，主要变化如下：
修改了“范围”(见第1章)；
更新了规范性引用文件(见第2章)；
更新了术语和定义中补充了各类入侵报警探头的术语和定义(见第3章)；
在4.3 系统设计原则补充了4.3.4.纵深防护要求(见第4章)；
增加端口、线缆保护、工作电压要求(见第4章)；
增加系统存储时间要求描述(见第4章)；
入侵报警系统在选型中强调不得选用无线设备，探测器、控制设备、管理软件的选型、线缆选型、布线设计等满足GB 50394、GB 50348要求，根据不同使用场景进行合理选择，并进行优化(见第4章)；
增加系统的设计流程与深度等相关部分描述，满足GB 50394要求，并进行优化(见第4章)；
根据不同级别对入侵探测器安装范围及探测原理进行补充，主要针对环境不同增加多探测原理的要求(见第4章)；
删除人员要求；
增加系统检验章节(见第5章）；
增加系统验收部分章节，包括验收检验和验收材料等(见第6章)。
请注意本文件的某些内容可能涉及专利。本文件的发布机构不承担识别专利的责任。
本文件由湖南省国家安全厅提出并归口。
本文件起草单位：湖南省产商品质量检验研究院、湖南省电子信息产业研究院、湖南驰信电子科技有限公司、湖南元一保安科技有限公司。
本文件主要起草人：毛良文、罗频、蒋琴韵、马劲松、周冠、曾幸、文勇、易鹏飞、罗明、黄凌果、冯艺、万萌、邓建平、谢敦杰、唐学飞、陈治国、周洋、徐子洲、陈思远、宁静。
本文件及其所代替文件的历次版本发布情况为:
——DB/T 244.3-2013；
——DB/T 244.3-2017；
——本文件为第二次修订。

[bookmark: BookMark4]

建设项目涉及国家安全的系统规范
第4部分 入侵报警系统规范
[bookmark: _Toc26648465][bookmark: _Toc26986530][bookmark: _Toc17233325][bookmark: _Toc26986771][bookmark: _Toc26718930][bookmark: _Toc24884218][bookmark: _Toc17233333][bookmark: _Toc97191423][bookmark: _Toc24884211][bookmark: _Toc17270]范围
[bookmark: _Toc26648466][bookmark: _Toc17233326][bookmark: _Toc17233334][bookmark: _Toc24884219][bookmark: _Toc24884212]本文件规定了建设项目涉及国家安全事项的入侵报警系统的术语和定义、系统技术要求和系统验收。
[bookmark: _Toc26986772][bookmark: _Toc26986531][bookmark: _Toc26718931][bookmark: _Toc97191424][bookmark: _Toc31636]规范性引用文件
下列文件中的内容通过文中的规范性引用而构成本文件必不可少的条款。其中，注日期的引用文件，仅该日期对应的版本适用于本文件；不注日期的引用文件，其最新版本（包括所有的修改单）适用于本文件。
GB 12663 防盗报警控制器通用技术条件
GB/T 15211 安全防范报警设备环境适应性要求和试验方法
GB 16796 安全防范报警设备安全要求和试验方法
GB/T 30148 安全防范报警设备电磁兼容抗扰度要求和试验方法
GB/T 32581—2016 入侵和紧急报警系统技术要求
GB 50348 安全防范工程技术规范GB 
50394 入侵报警系统工程设计规范
DB43/T 244.1 建设项目涉及国家安全的系统规范 第 1 部分 总则
[bookmark: _Toc97191425][bookmark: _Toc1433]术语和定义
GB/T 32581、DB43/T 244.1界定的以及下列术语和定义适用于本文件。
入侵探测器 Intrusion Detector
对可探测范围的入侵行为进行探测、作出响应并产生入侵报警状态的装置。
入侵报警系统 Intrusion Alarm System
利用传感器技术和电子信息技术探测并指示非法进入或试图非法进入设防区域(包括主观判断面临被劫持或遭抢劫或其他危急情况时，故意触发紧急报警装置)的行为、处理报警信息、发出报警信息的电子系统或网络。
报警状态 Alarm Status
系统因探测到风险而作出响应并发出报警的状态。
故障状态 Fault Status
系统不能按照设计要求进行正常工作的状态。
[bookmark: _Toc4470][bookmark: _Toc30184][bookmark: _Toc5829][bookmark: _Toc27132][bookmark: _Toc15686]防拆报警 Tamper Alarm
因触发防拆探测装置而导致的报警。
[bookmark: _Toc11418][bookmark: _Toc12209][bookmark: _Toc8901][bookmark: _Toc11599][bookmark: _Toc18099]防拆装置 Tamper Device
用来探测拆卸或打开报警系统的部件、组件或其部分的装置。
[bookmark: _Toc9790][bookmark: _Toc31416][bookmark: _Toc32730][bookmark: _Toc19729][bookmark: _Toc23577]设防 Arming
使系统的部分或全部防区处于警戒状态的操作。
[bookmark: _Toc18987][bookmark: _Toc12874][bookmark: _Toc22827][bookmark: _Toc19457][bookmark: _Toc3971]撤防 Disarming
使系统的部分或全部防区处于解除警戒状态的操作。
[bookmark: _Toc29666][bookmark: _Toc9497][bookmark: _Toc9069][bookmark: _Toc20251][bookmark: _Toc18796]防区 Defense Zone
利用探测器(包括紧急报警装置)对防护对象实施防护，并在控制设备上能明确显示报警部位的区域。
[bookmark: _Toc9012][bookmark: _Toc8979][bookmark: _Toc23224][bookmark: _Toc5229][bookmark: _Toc4472]周界 Perimeter
需要进行实体防护或/和电子防护的某区域的边界。
[bookmark: _Toc29258][bookmark: _Toc2314][bookmark: _Toc24677][bookmark: _Toc31520][bookmark: _Toc1691]监视区 Surveillance Zone
实体周界防护系统或/和电子周界防护系统所组成的周界警戒线与防护区边界之间的区域。
[bookmark: _Toc26006][bookmark: _Toc4946][bookmark: _Toc21711][bookmark: _Toc10462][bookmark: _Toc4249]防护区 Protection Zone
允许公众出入的、防护目标所在的区域或部位。
[bookmark: _Toc10420][bookmark: _Toc10620][bookmark: _Toc7078][bookmark: _Toc24845][bookmark: _Toc6864]禁区 Restricted Zone
不允许未授权人员出入(或窥视)的防护区域或部位。
[bookmark: _Toc1568][bookmark: _Toc24453][bookmark: _Toc6322][bookmark: _Toc11309][bookmark: _Toc16567]盲区 Blind Zone
在警戒范围内，安全防范手段未能覆盖的区域。
[bookmark: _Toc6240][bookmark: _Toc23002][bookmark: _Toc24583][bookmark: _Toc596][bookmark: _Toc32323]漏报警 Alarm Miss
入侵行为已经发生，而系统未能做出报警响应或指示。
[bookmark: _Toc562][bookmark: _Toc9867][bookmark: _Toc17802][bookmark: _Toc18574][bookmark: _Toc10807]误报警 False Alarm
由于意外触动手动装置、自动装置对未设计的报警状态做出响应、部件的错误动作或损坏、操作人员失误等而发出的报警信号。
[bookmark: _Toc6223][bookmark: _Toc6342][bookmark: _Toc9603][bookmark: _Toc15611][bookmark: _Toc30378]紧急报警 Panic Alarm
用户主观判断面临被劫持或遭抢劫或其他危急情况时，故意触发的报警。
[bookmark: _Toc3324][bookmark: _Toc22770][bookmark: _Toc31509][bookmark: _Toc28582]紧急报警装置 Panic Alarm Device
用于紧急情况下，由人工故意触发报警信号的开关装置。
[bookmark: _Toc436][bookmark: _Toc25814][bookmark: _Toc21943][bookmark: _Toc31349][bookmark: _Toc6603]报警控制设备 Alarm Control Equipment
在入侵报警系统中，实施设防、撤防、测试、判断、传送报警信息，并对探测器的信号进行处理以断定是否应该产生报警状态以及完成某些显示、控制、记录和通信功能的装置。
[bookmark: _Toc20358][bookmark: _Toc29][bookmark: _Toc25885][bookmark: _Toc20555][bookmark: _Toc14885]报警响应时间 Alarm Response Time
[bookmark: bookmark25]从探测器(包括紧急报警装置)探测到目标后产生报警状态信息到控制设备接收到该信息并发出报警信号所需的时间。
[bookmark: _Toc29738][bookmark: _Toc10898][bookmark: _Toc16322][bookmark: _Toc2250][bookmark: _Toc12747]传感器 Sensor
感知可探测范围内的某种物理量,并将其转换为电信号的入侵探测器的组件。
[bookmark: _Toc3261][bookmark: _Toc15147][bookmark: _Toc16184][bookmark: _Toc30349][bookmark: _Toc30931]处理器 Processor
对传感器输出信号进行分析处理的入侵探测器组件。
[bookmark: _Toc32361][bookmark: _Toc22014][bookmark: _Toc21848][bookmark: _Toc6399][bookmark: _Toc866]微波入侵探测器 Microwave Intrusion Detector
向可探测范围发射微波并接收回波,感知可探测范围内人体或物体移动而产生入侵报警状态的入侵探测装置。
[bookmark: bookmark56][bookmark: _Toc28489][bookmark: _Toc18473][bookmark: _Toc2353][bookmark: _Toc24399][bookmark: _Toc17418]主动光束入侵探测器 Active Beam Intrusion Detector
能感知发射机与接收机之间的光束是否遮断且遮断达到预定时长时产生入侵报警状态的入侵探测装置。
[bookmark: _Toc7730][bookmark: _Toc24613][bookmark: _Toc31231][bookmark: _Toc24464][bookmark: _Toc32508]被动红外入侵探测器 Passive Infrared Intrusion Detector
由于人在入侵探测器可探测范围内移动引起接收到的红外辐射能量变化而产生入侵报警状态的入侵探测装置。
[bookmark: _Toc12931][bookmark: _Toc2265][bookmark: _Toc22251][bookmark: _Toc1676][bookmark: _Toc26594]玻璃破碎入侵探测器 Glass Break Intrusion Detector
能对玻璃破碎时产生的声波作出响应而产生入侵报警状态的入侵探测装置。
[bookmark: _Toc7644][bookmark: _Toc22491][bookmark: _Toc16558][bookmark: _Toc15994][bookmark: _Toc3836]磁开关入侵探测器 Magnetic Switch Intrusion Detector
当磁铁盒相对于开关盒移开或移近至一定距离时,能引起开关盒内的开关状态变化而产生入侵报警状态的入侵探测装置。
注：一般由开关盒和磁铁盒组成。
[bookmark: _Toc31645][bookmark: _Toc32610][bookmark: _Toc241][bookmark: _Toc4982][bookmark: _Toc4233]遮挡式微波入侵探测器 Obscuration-type Microwave Intrusion Detector
由相隔一定距离的微波发射机和接收机组成,当其中的微波波束被人或物体遮挡时而产生入侵报警状态的入侵探测装置。
[bookmark: _Toc26238][bookmark: _Toc12014][bookmark: _Toc13922][bookmark: _Toc25356][bookmark: _Toc30200]振动入侵探测器 Vibration Intrusion Detector
对可探测范围内的机械振动(冲击)产生入侵报警状态的入侵探测装置。
[bookmark: _Toc18421][bookmark: _Toc22572][bookmark: _Toc19046][bookmark: _Toc8398][bookmark: _Toc25201]光纤振动入侵探测器 Fiber Optic Vibration Intrusion Detector
能对因光纤外部振动引起的光纤内或传感器光信号特性变化进行分析处理并产生入侵报警状态的入侵探测装置。
[bookmark: _Toc16488][bookmark: _Toc9192][bookmark: _Toc3287][bookmark: _Toc24604][bookmark: _Toc20992]张力式电子围栏入侵探测器 Tension Electric Fence Intrusion Detector
能对张力索的张力值变化进行探测、分析、调节并产生入侵报警状态的入侵探测装置。
[bookmark: _Toc7985][bookmark: _Toc10165][bookmark: _Toc20016][bookmark: _Toc15196][bookmark: _Toc31673]雷达入侵探测器 Radar Intrusion Detector
发射一定波长的无线电波并接收回波,通过对回波异常信号进行分析并产生入侵报警状态的入侵探测装置。
[bookmark: _Toc19928]系统技术要求
[bookmark: _Toc2529]系统安全等级
系统安全等级应符合现行湖南省地方标准 DB43/T 244.1《建设项目涉及国家安全的系统规范第 1 部分 总则》的规定。
[bookmark: _Toc104]系统基本组成
入侵报警系统通常由前端设备（包括探测器和紧急报警装置）、传输设备、处理/控制/管理设备 和显示/记录设备四个部分构成。
根据信号传输方式的不同，入侵报警系统组建模式应分为分线制和总线制两种模式：
分线制：探测器、紧急报警装置通过多芯电缆与报警控制主机之间采用一对一专线相连（图1）。
[image: 图示, 示意图

AI 生成的内容可能不正确。]
分线制模式
总线制：探测器、紧急报警装置通过其相应的编址模块与报警控制主机之间采用报警总线（专线）相连（图2）。

[image: 图示

AI 生成的内容可能不正确。]
总线制模式
[bookmark: _Toc8740]系统设计原则
规范性和实用性
入侵报警系统的设计应基于对现场的实际勘察，根据环境条件、防范对象、投资规模、维护保养以及接处警方式等因素进行设计。系统的设计应符合系统安全等级的要求，符合有关设计规范、设计任务书及建设方的管理和使用要求。设备选型应符合有关国家标准、行业标准和相关管理规定的要求。
先进性和互换性
入侵报警系统的设计在技术上应有适度超前性和互换性，为系统的增容和/或改装留有余地。
准确性
入侵报警系统应能准确及时地探测入侵行为、发出报警信号；对入侵报警信号、防拆报警信号、故障信号的来源应有清楚和明显的指示。
系统误报警率应控制在可接受的限度内。入侵报警系统不允许有漏报警。
纵深防护
入侵报警系统的设计应符合整体纵深防护和局部纵深防护的要求，纵深防护体系包括周界、监视区、防护区和禁区。
周界可根据整体纵深防护和局部纵深防护的要求分为外周界和内周界。周界应构成连续无间断的警戒线(面)。周界防护应采用实体防护或/和电子防护措施；采用电子防护时，需设置探测器；当周界有出入口时，应采取相应的防护措施。
监视区可设置警戒线(面),宜设置视频安防监控系统（可参考DB43/T 244.3 安保电视监控系统规范）。
防护区应设置探测器，宜设置声光显示装置，利用探测器和其他防护装置实现多重防护。
禁区应设置不同探测原理的探测器，应设置声光显示装置；通向禁区的出入口、通道、通风口、天窗等应设置探测器和其他防护装置，实现立体交叉防护。
被防护对象的设防部位应符合现行国家标准《安全防范工程技术规范》GB 50348的相关要求。

[bookmark: _Toc23915]系统设计要求
系统设计基本要求
符合SSL1和SSL2的入侵报警系统宜采用纵深防护体系，符合SSL3的入侵报警系统应采用纵深防护体系。纵深防护体系是兼有周界、监视区、防护区和禁区的防护体系。
入侵报警系统的误报警率应符合设计任务书和/或工程合同书的要求。
入侵报警系统不得有漏报警。
入侵报警功能应符合下列规定：
1. 紧急报警装置应设置为不可撤防状态，应有防误触发措施，被触发后应自锁；
当下列任何情况发生时，报警控制设备应发出声、光报警信息，报警信息应能保持到手动复位，报警信号应无丢失：
在设防状态下，当探测器探测到有入侵发生或触动紧急报警装置时，报警控制设备应显示出报警发生的区域或地址；
在设防状态下，当多路探测器同时报警（含紧急报警装置报警）时，报警控制设备应依次显示出报警发生的区域或地址；
报警发生后，系统应能手动复位，不应自动复位；
在撤防状态下，系统不应对探测器的报警状态做出响应。
系统的防破坏及故障报警功能应符合下列规定：
1. 当下列任何情况发生时，报警控制设备上应发出声、光报警信息，报警信息应能保持到手动复位，报警信号应无丢失：
在设防或撤防状态下，当入侵探测器机壳被打开时；
在设防或撤防状态下，当报警控制器机盖被打开时；
当报警信号传输线被断路、短路时；
当探测器电源线被切断时；
当报警控制器主电源/备用电源发生故障时。
防拆报警信号、故障信号的来源应有清楚和明确的指示。入侵探测器应设有防拆开关或其他装置,当其外壳被打开或从其安装表面移开,均应产生防拆报警状态。
系统应具有自检功能。
系统应能手动/自动设防/撤防，应能按时间在全部及部分区域任意设防和撤防；设防、撤防状态应有明显不同的显示。
系统的报警响应时间应符合下列要求：
1. 入侵报警：≤2s；
紧急报警：≤2s；
防拆报警：≤2s；
故障报警：≤4s；
报警信号持续时间：入侵探测器产生报警状态时,该状态持续时间应大于或等于1s；
警戒状态的恢复：引起产生报警状态的入侵活动停止后,入侵探测器应在3s内恢复到警戒状态；
报警联动启动：符合设计要求；
端口：有线型入侵探测器应配备无源常闭触点,报警时触点打开,除非产品说明书另有规定；
线缆保护：若传感器和处理器不在同一壳体内,连接他们的线缆应被视为入侵探测器的一部分,应对其进行监测,任何发生线缆断路、短路或并接任意负载时,处理器应在2s内产生报警状态。
工作电压：入侵探测器输入电压在额定电压的85%～125%范围内,入侵探测器应能正常工作。当产品说明书声明的工作电压范围大于上述要求时,入侵探测器在产品说明书声明的工作电压范围内应能正常工作。
系统的报警声压，室内应不小于80dB（A），室外应不小于85dB（A），报警持续时间应不小于5min。
系统存储时间：入侵报警系统应能完整记录布防、撤防、告警、故障、报警等日志信息，日志保存时间应不少于3个月。
入侵报警系统中使用的设备必须符合国家法律法规和现行强制性标准的要求，并经法定机构检验或认证合格。设备的选型和设置应符合以下关于探测设备、控制设备、管理软件的规定；无遮挡报警功能的被动红外入侵探测器应成对互保设置，防止人为故意遮挡失去报警功能。（探测器禁止选用无线设备）。
探测设备
1. 探测器的选型除应符合下列规定：
根据防护要求和设防特点选择不同探测原理、不同技术性能的探测器。多技术复合探测器应视为一种技术的探测器。
所选用的探测器应能避免各种可能的干扰，减少误报，杜绝漏报。
探测器的灵敏度、作用距离、覆盖面积应能满足使用要求。
周界用入侵探测器的选型应符合下列规定：
规则的外周界可选用主动式红外入侵探测器、遮挡式微波入侵探测器、振动入侵探测器、主动光束入侵探测器、光纤振动入侵探测器、雷达入侵探测器、张力式电子围栏入侵探测器等。
不规则的外周界可选用振动入侵探测器、室外用被动红外探测器、室外用双技术探测器、光纤振动入侵探测器、雷达入侵探测器、张力式电子围栏入侵探测器等。
无围墙/栏的外周界可选用主动式红外入侵探测器、遮挡式微波入侵探测器、主动光束入侵探测器、雷达入侵探测器、张力式电子围栏入侵探测器等。
内周界可选用室内用超声波多普勒探测器、被动红外探测器、振动入侵探测器、室内用玻璃破碎入侵探测器、磁开关入侵探测器等。
出入口部位用入侵探测器的选型应符合下列规定：
外周界出入口可选用主动式红外入侵探测器、遮挡式微波入侵探测器、主动光束入侵探测器、光纤振动入侵探测器等。
建筑物内对人员、车辆等有通行时间界定的正常出入口(如大厅、车库出入口等)可选用室内用多普勒微波探测器、室内用被动红外探测器、微波和被动红外复合入侵探测器、磁开关入侵探测器等。
建筑物内非正常出入口(如窗户、天窗等)可选用室内用多普勒微波探测器、室内用被动红外探测器、室内用超声波多普勒探测器、微波和被动红外复合入侵探测器、磁开关入侵探测器、室内用被动式玻璃破碎探测器、振动入侵探测器等。
室内用入侵探测器的选型应符合下列规定：
室内通道可选用室内用多普勒微波探测器、室内用被动红外探测器、室内用超声波多普勒探测器、微波和被动红外复合入侵探测器等。
室内公共区域可选用室内用多普勒微波探测器、室内用被动红外探测器、室内用超声波多普勒探测器、微波和被动红外复合入侵探测器、室内用被动式玻璃破碎探测器、振动入侵探测器等。宜设置两种以上不同探测原理的探测器。
室内重要部位可选用室内用多普勒微波探测器、室内用被动红外探测器、室内用超声波多普勒探测器、微波和被动红外复合入侵探测器、磁开关入侵探测器、室内用被动式玻璃破碎探测器、振动入侵探测器等。宜设置两种以上不同探测原理的探测器。
探测器的设置应符合下列规定（同时满足相应防护等级SSL1、SSL2、SSL3要求）：
每个/对探测器应设为一个独立防区。
周界的每一个独立防区长度不宜大于200m。
需设置紧急报警装置的部位宜不少于2个独立防区，每一个独立防区的紧急报警装置数量不应大于4个，且不同单元空间不得作为一个独立防区。
防护对象应在入侵探测器的有效探测范围内，入侵探测器
覆盖范围内应无盲区，覆盖范围边缘与防护对象间的距离宜大于5m。
当多个探测器的探测范围有交叉覆盖时，应避免相互干扰。
常用入侵探测器的选型要求宜符合下表规定：
常用入侵探测器的选型要求
	名称
	适应场所与安装方式
	主要特点
	安装设计要点
	适宜工作环境和条件
	不适宜工作环境和条件
	附加功能

	超声波多普勒探测器
	室内空间型
	吸顶
	没有死角且成本低
	水平安装，距地宜小于3.6m
	警戒空间要有较好密封性
	简易或密封性不好的室内；有活动物和可能活动物；环境嘈杂，附近有金属打击声、汽笛声、电铃等高频声响
	智能鉴别技术

	
	
	壁挂
	
	距地2.2m左右，透镜的法线方向宜与可能入侵方向成180°角
	
	
	

	微波多普勒探测器
	室内空间型
	壁挂
	不受声、光、热的影响
	距地1.5～2.2m左右，严禁对着房间的外墙、外窗。透镜的法线方向宜与可能入侵方向成180°角
	可在环境噪声较强、光变化、热变化较大的条件下工作
	有活动物和可能活动物；微波段高频电磁场环境；防护区域内有过大、过厚的物体
	平面天线技术；智能鉴别技术

	被动红外入侵探测器
	室内空间型
	吸顶
	被动式(多台交叉使用互不干扰),功耗低，可靠性较好
	水平安装，距地宜小于3.6m
	日常环境噪声，温度在15～25℃时探测效果最佳
	背景有热冷变化，如：冷热气流，强光间歇照射等；背景温度接近人体温度；强电磁场干扰；小动物频繁出没场合等
	自动温度补偿技术；抗小动物干扰技术；防遮挡技术；抗强光干扰技术；智能鉴别技术

	
	
	壁挂
	
	距地2.2m左右，透镜的法线方向宜与可能入侵方向成90°角
	
	
	

	
	
	楼道
	
	距地2.2m左右，视场面对楼道
	
	
	

	
	
	幕帘
	
	在顶棚与立墙拐角处，透镜的法线方向宜与窗户平行
	窗户内窗台较大或与窗户平行的墙面无遮挡；其他与上同
	窗户内窗台较小或与窗户平行的墙面有遮挡或紧贴窗帘安装；其他与上同
	

	微波和被动红外复合入侵探测器
	室内空间型
	吸顶
	误报警少(与被动红外探测器相比);可靠性较好
	水平安装，距地宜小于4.5m
	日常环境噪声，温度在15～25℃时探测效果最佳
	背景温度接近人体温度；小动物频繁出没场合等
	双一单转换型；自动温度补偿技术；抗小动物干扰技术；防遮挡技术；智能鉴别技术

	
	
	壁挂
	
	距地2.2m左右，透镜的法线方向宜与可能入侵方向成135°角
	
	
	

	
	
	楼道
	
	距地2.2m左右，视场面对楼道
	
	
	

	被动式玻璃破碎探测器
	室内空间型：有吸顶、壁挂等
	被动式；仅对玻璃破碎等高频声响敏感
	所要保护的玻璃应在探测器保护范围之内，并应尽量靠近所要保护玻璃附近的墙壁或天花板上，具体按说明书的安装要求进行
	日常环境噪声
	环境嘈杂，附近有金属打击声、汽笛声、电铃等高频声响
	智能鉴别技术

	振动入侵探测器
	室内、室外
	被动式
	墙壁、天花板、玻璃；室外地面表层物下面、保护栏网或桩柱，最好与防护对象实现刚性连接
	远离振源
	地质板结的冻土或土质松软的泥土地，时常引起振动或环境过于嘈杂的场合
	智能鉴别技术

	主动红外入侵探测器
	室内、室外(一般室内机不能用于室外)
	红外脉冲、便
于隐蔽
	红外光路不能有阻挡物；严禁阳光直射接收机透镜内；防止入侵者从光路下方或上方侵入
	室内周界控制；室外“静态”干燥气候
	室外恶劣气候，特别是经常有浓雾、毛毛雨的地域或动物出没的场所、灌木丛、杂草、树叶树枝多的地方
	/

	遮挡式微波入侵探测器
	室内、室外周界控制
	受气候影响小
	高度应一致，一般为设备垂直作用高度的一半
	无高频电磁场存在场所；收发机间无遮挡物
	高频电磁场存在的场所；收发机间有可能有遮挡物
	报警控制设备宜有智能鉴别技术

	振动电缆入侵探测器
	室内、室外均可
	可与室内外各种实体周界配合使用
	在围栏、房屋墙体、围墙内侧或外侧高度的2/3处。网状围栏上安装应满足产品安装要求
	非嘈杂振动环境
	嘈杂振动环境
	报警控制设备宜有智能鉴别技术

	磁开关入侵探测器
	各种门、窗、抽屉等
	体积小、可靠性好
	舌簧管宜置于固定框上，磁铁置于门窗等的活动部位上，两者宜安装在产生位移最大的位置，其间距应满足产品安装要求
	非强磁场存在情况
	强磁场存在情况
	在特制门窗使用时宜选用特制门窗专用门磁开关


控制设备
1. 控制设备的选型应符合下列规定：
应根据系统规模、系统功能、信号传输方式及安全管理要求等选择报警控制设备的类型。
宜具有可编程和联网功能。
接入公共网络的报警控制设备应满足相应网络的入网接口要求。
应具有与其他系统联动或集成的输入、输出接口。
控制设备的设置应符合下列规定：
现场报警控制设备和传输设备应采取防拆、防破坏措施，并应设置在安全可靠的场所。
不需要人员操作的现场报警控制设备和传输设备宜采取电子/实体防护措施。
壁挂式报警控制设备在墙上的安装位置，其底边距地面的高度不应小于1.5m,如靠门安装时，宜安装在门轴的另一侧；如靠近门轴安装时，靠近其门轴的侧面距离不应小于0.5m。
台式报警控制设备的操作、显示面板和管理计算机的显示器屏幕应避开阳光直射。
管理软件
1. 系统管理软件的选型应符合《安全防范工程技术规范》GB 50348等国家现行相关标准的规定，应具有以下功能：
电子地图显示，能局部放大报警部位，并发出声、光报警提示。
实时记录系统开机、关机、操作、报警、故障等信息，并具有查询、打印、防篡改功能。
设定操作权限，对操作(管理)员的登录、交接进行管理。
系统管理软件应汉化；
系统管理软件应有较强的容错能力，应有备份和维护保障能力；
系统管理软件发生异常后，应能在3s内发出故障报警。
报警信号的传输应采用有线专线传输方式。
线缆敷设应采用隐蔽方式。
系统的线缆选型与布线设计应符合以下规定。
1. 线缆选型
线缆选型应符合现行国家标准《安全防范工程技术规范》GB50348的相关规定。
系统应根据信号传输方式、传输距离、系统安全性、电磁兼容性等要求，选择传输介质。
当系统采用分线制时，宜采用不少于4芯的通信电缆，每芯截面不宜小于0.5mm²。
当系统采用总线制时，总线电缆宜采用不少于4芯的通信电缆，每芯截面积不宜小于0.75mm²。
当现场与监控中心距离较远或电磁环境较恶劣时，可选用光缆。
采用集中供电时，前端设备的供电传输线路宜采用耐压不低于交流500V的铜芯绝缘多股电线或电缆，线径的选择应满足供电距离和前端设备总功率的要求。
布线设计
布线设计除应符合现行国家标准《安全防范工程技术规范》GB50348的相关规定外，应符合以下规定：
6. 应与区域内其他弱电系统线缆的布设综合考虑，合理设计。
报警信号线应与220V交流电源线分开敷设。
隐蔽敷设的线缆和/或芯线应做永久性标记。
室内管线敷设设计应符合下列规定：
室内线路应优先采用金属管，可采用阻燃硬质或半硬质塑料管、塑料线槽及附件等。
竖井内布线时，应设置在弱电竖井内。如受条件限制强弱电竖井必须合用时，报警系统线路和强电线路应分别布置在竖井两侧。
室外管线敷设设计应满足下列规定：
线缆防潮性及施工工艺应满足国家现行标准的要求。
线缆敷设路径上有可利用的线杆时可采用架空方式。当采用架空敷设时，与共杆架设的电力线(1kV以下)的间距不应小于1.5m,与广播线的间距不应小于1m,与通信线的间距不应小于0.6m,线缆最低点的高度应符合有关规定。
线缆敷设路径上有可利用的管道时可优先采用管道敷设方式。
线缆敷设路径上有可利用建筑物时可优先采用墙壁固定敷设方式。
线缆敷设路径上没有管道和建筑物可利用，也不便立杆时，可采用直埋敷设方式。引出地面的出线口，宜选在相对隐蔽地点，并宜在出口处设置从地面计算高度不低于3m的出线防护钢管，且周围5m内不应有易攀登的物体。
线缆由建筑物引出时，宜避开避雷针引下线，不能避开处两者平行距离应不小于1.5m,交叉间距应不小于1m,并宜防止长距离平行走线。在间距不能满足上述要求时，可对电缆加缠铜皮屏蔽，屏蔽层要有良好的就近接地装置。
系统的供电、防雷与接地设计应符合以下规定：
1. 供电设计除应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定外，尚应符合下列规定：
系统供电宜由监控中心集中供电，供电宜采用TN-S制式。
入侵报警系统的供电回路不宜与启动电流较大设备的供电同回路。
应有备用电源，并应能自动切换，切换时不应改变系统工作状态，其容量应能保证系统连续正常工作不小于8h。备用电源可以是免维护电池和/或UPS电源。
防雷与接地除应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定外，尚应符合下列规定：
置于室外的入侵报警系统设备宜具有防雷保护措施。
置于室外的报警信号线输入、输出端口宜设置信号线路浪涌保护器。
室外的交流供电线路、信号线路宜采用有金属屏蔽层并穿钢管埋地敷设，屏蔽层及钢管两端应接地。
总线制报警系统至少应具有若干条（按防区的1/N，1/N应符合设计任务书和/或工程合同书的要求）接到主机，并具有独立的防浪涌保护并接地；
分线制报警系统前端设备到主机的信号线路在主机侧应具有独立的防浪涌保护并接地；
供电设计时，电源线路应分若干个独立供电回路（按防区的1/N，1/N应符合设计任务书和/或工程合同书的要求），每个电源回路在控制主机侧应具有独立的空气开关保护，各回路空气开关容量应小于上一级空气开关。
系统的安全性、可靠性、电磁兼容性、环境适应性设计应符合以下规定。
1. 系统安全性设计除应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定外，尚应符合下列规定：
系统选用的设备，不应引入安全隐患，不应对被防护目标造成损害。
系统的主电源宜直接与供电线路物理连接，并对电源连接端子进行防护设计，保证系统通电使用后无法人为断电关机。
系统供电暂时中断，恢复供电后，系统应不需设置即能恢复原有工作状态。
系统中所用设备若与其他系统的设备组合或集成在一起时，其入侵报警单元的功能要求、性能指标必须符合本规范和《防盗报警控制器通用技术条件》GB 12663等国家现行标准的相关规定。
系统可靠性设计应符合现行国家标准《安全防范工程技术规范》GB50348的相关规定；
系统电磁兼容性设计应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定，系统所选用的主要设备应符合电磁兼容试验系列标准的规定，其严酷等级应满足现场电磁环境的要求；
系统环境适应性除应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定外，尚应符合下列规定：
系统所选用的主要设备应符合现行国家标准《报警系统环境试验》GB/T 15211的相关规定，其严酷等级应符合系统所在地域环境的要求。
设置在室外的设备、部件、材料，应根据现场环境要求做防晒、防淋、防冻、防尘、防浸泡等设计。
系统监控中心的设计应符合以下规定。
1. 监控中心的设计应符合现行国家标准《安全防范工程技术规范》GB 50348的相关规定。
当入侵报警系统与安全防范系统的其他子系统联合设置时，中心控制设备应设置在安全防范系统的监控中心。
独立设置的入侵报警系统，其监控中心的门、窗应采取防护措施。
报警控制中心应有专人值守。
系统的设计流程与深度应符合以下流程的规定，相关的设计文件及图纸应通过国家安全行政主管部门备案的技术服务机构的评审。
设计流程
1. 入侵报警系统工程的设计应按照“设计任务书的编制一现场勘察一初步设计一方案论证一施工图设计文件的编制(正式设计)”的流程进行。
对于新建建筑的入侵报警系统工程，建设单位应向入侵报警系统设计单位提供有关建筑概况、电气和管槽路由等设计资料。
设计任务书的编制
1. 入侵报警系统工程设计前，建设单位应根据安全防范需求，提出设计任务书。
设计任务书应包括以下内容：
11. 任务来源。
政府部门的有关规定和管理要求(含防护对象的风险等级和防护级别)。
建设单位的安全管理现状与要求。
工程项目的内容和要求(包括功能需求、性能指标、监控中心要求、培训和维修服务等)。
建设工期。
工程投资控制数额及资金来源。
现场勘察
1. 入侵报警系统工程设计前，设计单位和建设单位应进行现场勘察，并编制现场勘察报告。
现场勘察除应符合现行国家标准《安全防范工程技术规范》GB50348的相关规定外，尚应符合以下规定：
12. 了解防护对象所在地以往发生的有关案件、周边噪声及振动等环境情况。
了解监控中心和/或报警接收中心有关的信息传输要求。
初步设计
初步设计的依据应包括以下内容：
1. 相关法律法规和国家现行标准。
工程建设单位或其主管部门的有关管理规定。
设计任务书。
现场勘察报告、相关建筑图纸及资料。
初步设计应包括以下内容：
1. 建设单位的需求分析与工程设计的总体构思(含防护体系的构架和系统配置)。
防护区域的划分、前端设备的布设与选型。
中心设备(包括控制主机、显示设备、记录设备等)的选型。
信号的传输方式、路由及管线敷设说明。
监控中心的选址、面积、温湿度、照明等要求和设备布局。
系统安全性、可靠性、电磁兼容性、环境适应性、供电、防雷与接地等的说明。
与其他系统的接口关系(如联动、集成方式等)。
系统建成后的预期效果说明和系统扩展性的考虑。
对人防、物防的要求和建议。
设计施工一体化企业应提供售后服务与技术培训承诺。
初步设计文件应包括设计说明、设计图纸、主要设备器材清单和工程概算书。
初步设计文件的编制应包括以下内容：
1. 设计说明应包括工程项目概述、设防策略、系统配置及其他必要的说明。
设计图纸应包括系统图、平面图、监控中心布局示意图及必要说明。
设计图纸应符合以下规定：
15. 图纸应符合国家制图相关标准的规定，标题栏应完整，文字应准确、规范，应有相关人员签字，设计单位盖章；
图例应符合《安全防范系统通用图形符号》GA/T74等国家现行相关标准的规定；
在平面图中应标明尺寸、比例和指北针；
在平面图中应包括设备名称、规格、数量和其他必要的说明。
系统图应包括以下内容：
主要设备类型及配置数量；
信号传输方式、系统主干的管槽线缆走向和设备连接关系；
供电方式；
接口方式(含与其他系统的接口关系);
其他必要的说明。
平面图应包括以下内容：
应标明监控中心的位置及面积；
应标明前端设备的布设位置、设备类型和数量等；
管线走向设计应对主干管路的路由等进行标注；
其他必要的说明。
对安装部位有特殊要求的，宜提供安装示意图等工艺性图纸。
监控中心布局示意图应包括以下内容：
平面布局和设备布置；
线缆敷设方式；
供电要求；
其他必要的说明。
主要设备材料清单应包括设备材料名称、规格、数量等。
按照工程内容，根据《安全防范工程费用预算编制办法》GA/T 70等国家现行相关标准的规定，编制工程概算书。
方案论证
1. 工程项目签订合同、完成初步设计后，宜由建设单位组织相关人员对包括入侵报警系统在内的安防工程初步设计进行方案论证。风险等级较高或建设规模较大的安防工程项目应进行方案论证。
方案论证应提交以下资料：
16. 设计任务书。
现场勘察报告。
初步设计文件。
主要设备材料的型号、生产厂家、检验报告或认证证书。
方案论证应包括以下内容：
系统设计是否符合设计任务书的要求。
系统设计的总体构思是否合理。
设备的选型是否满足现场适应性、可靠性的要求。
系统设备配置和监控中心的设置是否符合防护级别的要求。
信号的传输方式、路由及管线敷设是否合理。
系统安全性、可靠性、电磁兼容性、环境适应性、供电、防雷与接地是否符合相关标准的规定。
系统的可扩展性、接口方式是否满足使用要求。
初步设计文件是否符合设计说明、设计图纸、主要设备器材清单、工程概算书和设计文件编制的规定。
建设工期是否符合工程现场的实际情况和满足建设单位的要求。
工程概算是否合理。
[bookmark: bookmark35]对于设计施工一体化企业，其售后服务承诺和培训内容是否可行。
方案论证应对第3）条的内容做出评价，形成结论(通过、基本通过、不通过),提出整改意见，并经建设单位确认。
施工图设计文件的编制(正式设计)
施工图设计文件编制的依据应包括以下内容：
1. 初步设计文件。
方案论证中提出的整改意见和设计单位所做出的并经建设单位确认的整改措施。
施工图设计文件应包括设计说明、设计图纸、主要设备材料清单和工程预算书。
施工图设计文件的编制应符合以下规定：
1. 施工图设计说明应对初步设计说明进行修改、补充、完善，包括设备材料的施工工艺说明、管线敷设说明等，并落实整改措施。
施工图纸应包括系统图、平面图、监控中心布局图及必要说明，并应符合以下规定：
18. 图纸应符合国家制图相关标准的规定，标题栏应完整，文字应准确、规范，应有相关人员签字，设计单位盖章；
图例应符合《安全防范系统通用图形符号》GA/T74等国家现行相关标准的规定；
在平面图中应标明尺寸、比例和指北针；
在平面图中应包括设备名称、规格、数量和其他必要的说明。
系统图应满足以下条件，并充实系统配置的详细内容(如立管图),标注设备数量，补充设备接线图，完善系统内的供电设计等。
1. 主要设备类型及配置数量；
1. 信号传输方式、系统主干的管槽线缆走向和设备连接关系；
1. 供电方式；
1. 接口方式(含与其他系统的接口关系);
1. 其他必要的说明。
平面图应包括下列内容：
1. 前端设备设防图应正确标明设备安装位置、安装方式和设备编号等，并列出设备统计表；
1. 前端设备设防图可根据需要提供安装说明和安装大样图；
1. 管线敷设图应标明管线的敷设安装方式、型号、路由、数量，末端出线盒的位置高度等；分线箱应根据需要，标明线缆的走向、端子号，并根据要求在主干线路上预留适当数量的备用线缆，并列出材料统计表；
1. 管线敷设图可根据需要提供管路敷设的局部大样图；
1. 其他必要的说明。
监控中心布局图应包括以下内容：
1. 监控中心的平面图应标明控制台和显示设备的位置、外形尺寸、边界距离等；
1. 根据人机工程学原理，确定控制台、显示设备、机柜以及相应控制设备的位置、尺寸；
1. 根据控制台、显示设备、设备机柜及操作位置的布置，标明监控中心内管线走向、开孔位置；
1. 标明设备连线和线缆的编号；
1. 说明对地板敷设、温湿度、风口、灯光等装修要求；
1. 其他必要的说明。
按照施工内容，根据《安全防范工程费用预算编制办法》GA/T 70等国家现行相关标准的规定编制工程预算书。
[bookmark: _Toc29441]SSL1 要求
1. 周界宜构成连续无间断的警戒线（面）。周界防护应采用实体防护或/和电子防护措施；采用电子防护时，需设置探测器；当周界有出入口时，应采取相应的防护措施。
1. 周界报警系统前端入侵探测器安装不应有盲区，防区划分应不大于200米，并24小时设防。
1. 监视区可设置警戒线（面），宜设置视频安防监控系统。
1. 防护区应设置紧急报警装置、探测器，宜设置声光显示装置，利用探测器和其他防护装置实现多重防护。
1. 禁区应设置探测器，通向禁区的出入口、通道、通风口、天窗等宜设置探测器和其他防护装置，实现立体交叉防护。
1. 重点部位的入侵报警系统配置应符合表 2 的要求：
SSL1 重点部位的入侵报警系统配置表
	设施
	安装区域或覆盖范围
	要求

	入侵探测器
	建筑物与外界相通的出入口
	▲

	入侵探测器（宜含两种以上探测原理、现场具有声光告警器）
	财务室
	▲

	
	档案室
	▲

	
	机要室
	▲

	
	贵重及危险物品存放处
	▲

	
	仓库
	▲

	紧急报警装置
	收银处、财务室、档案室、贵重物品存放处、商场、楼层 服务台、仓库
	▲


▲表示必须安装
[bookmark: _Toc24876]SSL2 要求
1. 周界报警系统前端入侵探测器安装不应有盲区，防区划分应不大于150米，并24小时设防。
1. 有封闭周界的报警系统应选用围栏式入侵报警系统。
1. 防护区应设置紧急报警装置、探测器，应设置声光显示装置，利用探测器和其他防护装置实现多重防护。
1. 禁区应设置不同探测原理的探测器，应设置紧急报警装置和声音复核装置，通向禁区的出入口、通道、通风口、天窗等应设置探测器和其他防护装置，实现立体交叉防护。
1. 系统应具有报警、故障、被破坏、操作（包括开机、关机、设防、撤防、更改等）等信息的显示记录功能。
1. 重点部位的入侵报警系统配置应符合表3的要求：
SSL2重点部位的入侵报警系统配置表
	设施
	安装区域或覆盖范围
	要求

	入侵探测器
	建筑物与外界相通的出入口
	▲

	
	建筑物内与出入口相连的通道
	▲

	
	弱电间（井）
	▲

	入侵探测器（应含两种以上探测原理、现场具有声光告警器）
	建筑物一、二层与外界直接相通的窗户
	▲

	
	贵重物品、资料集中陈列、存放场所
	▲

	
	财务室、仓库、防盗保险柜
	▲

	
	财务室、档案室、机要室、贵重物品存放处、仓库
	▲

	
	计算机数据信息中心
	▲

	
	贵重及危险物品存放处
	▲

	
	重要物资、重要设备存放场地
	▲

	紧急报警装置
	收银处、财务室、档案室、贵重物品存放处、商场、楼层服务台、仓库
	▲

	
	传达登记处、门卫处、信访接待场所
	▲

	终端图形显示装置
	安防中心控制室
	▲


▲表示必须安装
[bookmark: _Toc8524]SSL3 要求
1. 周界报警系统应选用电子围栏报警系统。
1. 周界报警系统前端入侵探测器安装不应有盲区，防区划分应不大于120米，并24小时设防。
1. 监视区应设置警戒线（面），应设置视频安防监控系统。
1. 防护区应设置紧急报警装置、探测器，应设置声光显示装置，利用探测器和其他防护装置实现多重防护。
1. 安防中心控制室应安装与区域报警中心联网的紧急报警装置。
1. 禁区应设置不同探测原理的探测器，应设置紧急报警装置和声音复核装置，通向禁区的出入口、通道、通风口、天窗等应设置探测器和其他防护装置，实现立体交叉防护。
1. 禁区出入口应安装视频监控装置、紧急报警装置和电话对讲装置。
1. 入侵报警系统应能与视频监控系统、出入口控制系统等联动并提供报警联动电子地图功能。入侵报警的优先权仅次于火警。
1. 记录显示功能设计应符合下列规定：
55. 系统应具有报警、故障、被破坏、操作（包括开机、关机、设防、撤防、更改等）等信息的显示记录功能；
系统记录信息应包括事件发生时间、地点、性质等，记录的信息应不能更改；
记录信息保存时间应符合设计任务书和/或工程合同书的要求。
重点部位的入侵报警系统配置应符合表4的要求：
SSL3重点部位的入侵报警系统配置表
	[bookmark: _Hlk202001975]设施
	安装区域或覆盖范围
	要求

	入侵探测器
（宜含两种以上探测原理）
	建筑物与外界相通的出入口
	▲

	
	建筑物内与出入口相连的通道
	▲

	
	自动扶梯口、电梯厅、楼梯口
	▲

	
	弱电间（井）
	▲

	入侵探测器
（应含两种以上探测原理、现场具有声光告警器）
	建筑物一、二层与外界直接相通的窗户
	▲

	
	财务室、仓库、防盗保险柜、贵重物品存放处
	▲

	
	贵重物品、资料集中陈列、存放场所
	▲

	
	财务室、档案室、机要室、贵重物品存放处、仓库
	▲

	
	计算机数据信息中心
	▲

	
	枪支、弹药存放场所
	▲

	紧急报警装置
	收银处、财务室、档案室、贵重物品存放处、商场、楼层服务台、仓库
	▲

	
	传达登记处、门卫处、信访接待场所
	▲

	终端图形显示装置
	安防中心控制室
	▲


▲表示必须安装
[bookmark: _Toc6645][bookmark: _Toc30930]系统检验
入侵报警系统所用主要设备应通过国家安全行政主管部门备案技术服务机构的检验，检验不合格的设备禁止在项目中使用。
入侵报警系统竣工验收前,应由国家安全行政主管部门备案的技术服务机构进行检验。
系统检验程序按照GB50348-2018的9.1.4的要求进行。
系统检验设备抽样检验原则按照GB50348-2018的9.1.5的要求进行。
系统检验中有不合格项时，允许改正后进行复检。复检时抽样数量应加倍,复检仍不合格则判该项不合格。
应对入侵报警系统的功能性能、系统安全性、电磁兼容性、防雷与接地、系统供电、信号传输、设备安装及监控中心等项目进行检验。
[bookmark: _Toc29402]系统验收
[bookmark: _Toc17471]验收基础条件
系统验收应在系统试运行一个月后进行。
[bookmark: _Toc25860]验收材料
[bookmark: _Toc15812]施工验收
1. 实施方案；
开工报审材料
主要设备到货签收材料；
项目变更材料；
施工日志；
系统试运行记录；
系统培训记录。
[bookmark: _Toc2720]技术验收
1. 设计方案及专家评审意见；
系统技术、操作和维护手册；
系统拓扑图；
设备线路部署及点位图；
常见故障判断与排除方法；
售后服务方案及联系方式。
[bookmark: _Toc17974]文档审查
1. 工程合同技术文件；
竣工图；
设备和主要器材的出厂合格证、说明书；
安装设备明细表；
设备及系统测试记录；
隐蔽工程记录；
综合测试报告；
其它应提交的资料。
[bookmark: BookMark8]
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